


 
 

 

(a) Business plan covering at least the first three full business years, including: 
(i) type of operations to be carried out by reference to the legal framework and relevance 

of each type in the institution's activity; 
(ii) a strategic plan including an analysis of the competitive position of the institution in the 

market and a description and characterisation of the target market/ audience; 
(iii) assumptions of the activity programme and explanation of its feasibility; 
(iv) indication of the geographical location and its impact on the business model, including 

the expected opening of any agencies/branches; 
(v) internal organisation, including organisational chart with a clear indication of 

organisational structure and lines of responsibility/reporting, as well as a description of 
the powers of each operational/business or support area and the interaction among the 
various areas/functions; 

(vi) indication of the human and material resources available to the institution at the launch 
of its activity and whose procurement is expected, with their allocation by 
operational/business or support area and indication of the applicable type of 
employment relationship; 

(vii) indication of the IT systems to be used by the institution and their allocation, 
accompanied by a declaration issued by a specialised entity in such matters, which 
clearly attests to the suitability and sufficiency of the IT tools for the requirements of 
the activity to be carried out by the institution, including the provision of information to 
supervisory authorities.  

(b) Information table with the structure of fees and commissions with expected collection, as well 
as supporting information, leading to the conclusion that they are in line with the prices 
normally applied in the market.  

(c) Prospective accounts for each of the first three business years (preferably in thousands of 
euro), including: 

(i) balance sheet, indicating/describing the expected composition of the asset, liability 
and equity items; 

(ii) income statement, including disaggregated information on projected income and 
costs; 

(iii) preparation of a baseline scenario and a stress scenario; 
(iv) description and justification of the macroeconomic and/or business assumptions used 

in the preparation of the projected financial statements, including in the development 
of the stress scenario. 

(d) Projected prudential information (including the calculation of own funds and the calculation 
of capital requirements) for at least the first three full years of activity for each projected 
scenario, as well as proof of compliance with the remaining rules and prudential limits 
applicable to the type of institution to be set up. 

(e) Identification of outsourced functions/services (outsourcing)2 and, where applicable, 
submission of the following information, at least: 

(i) the relevant outsourcing policy; 
(ii) indication of a person responsible for the outsourcing contracts; 
(iii) identification of the type of outsourced function; 
(iv) templates of outsourcing contracts whose content complies with the requirements of 

the EBA guidelines on outsourcing arrangements (EBA/GL/2019/02), as well as the 
requirements arising from legal provisions (e.g. Articles 78 and 120 of the RGICSF, 
among others to be indicated).  

                                                             
2 Unless outsourcing only occurs for certain services, such as legal advice, see paragraph 28 of the Guidelines on 
outsourcing arrangements. 



















 
 

 

A manual of policies and procedures to be implemented by the requesting  entity within its internal 
control system should be submitted, as well as completion of the table in Annex I to the same manual. 
 
Where part of the elements mentioned in the table are dealt with in other internal documents or in 
specific manuals, they should be made available and the table should also expressly mention them.  

 

Notes on official documents (e.g. criminal records): 

 If they are not issued by Portuguese authorities, the documents must be stamped with an 

apostille in accordance with the Hague Convention or duly legalised.  

 If they are not drawn up in Portuguese or English, the documents must be accompanied by a 

certified translation and stamped with an apostille in accordance with the Hague Convention 

or duly legalised. 

Notes on translated documents: 

 Translations must be certified and accompanied by information on the translation entity 
certifying their suitability. 

 

 

 

 



 
 

 

 

Annex I – Identification of the relevant elements of the manual of policies and procedures for preventing money laundering and terrorist 

financing 
 

Obligation Specification 
Relevant pages of 

the manual of 
procedures 

Obligation to 

identify and 
perform due 

diligence 

1.1. Description of the policies and procedures regarding acceptance of customers and their representatives, 
including:  
a. forms, sheets and other documents to obtain and record information; 
b. a comprehensive indication of the documentation required to prove the elements relating to natural and 

legal persons and arrangements, as appropriate. 
 

 

1.2. Description of the due diligence procedures to comply with Article 27 of Law No 83/2017, including: 
a. obtaining information and, where necessary, proving (i) the purpose and nature of the business 

relationships to be established; (ii) the origin and destination of the funds to be moved in the context of a 
business relationship or in the performance of a one-off transaction; (iii) the elements characterising the 
customers’ activity; (iv) and the alignment between the transactions carried out in the course of a business 
relationship and the customer's risk activities and profile;  

b. procedures to ensure the timeliness, accuracy and completeness of the information, for the purposes 
provided for in Article 40 of Law No 83/2017, including information on the time ranges for updating, the 
degree of risk associated with each of these ranges and the events that should trigger the adoption of 
updating procedures. 
 

 

1.3. Description of the procedures to identify beneficial owners, as set out in Articles 29 to 32 of Law No 83/2017, 
adopted by the entity in the scope of business relations and one-off transactions, including:  
a. description of the measures to be adopted in order to assess, obtain information and check the status of 

beneficial owner, in accordance with the criteria set out in Article 30 of Law No 83/2017; 
b. description of the procedures to be adopted to know the customer’s ownership and control structure under 

Article 31(4) of Law No 83/2017; 

 



 
 

 

c. description of the procedure to attest to the identifying elements of the beneficial owner, as set out in 
Article 32 of Law No 83/2017.  
 

1.4. Description of the procedures to be adopted in relation to simplified due diligence measures for the purposes 
of Article 35 of Law No 83/2017, including: 
a. the identification of potentially lower risk situations provided for in Annex II to Law No 83/2017 which are 

likely to occur in light of the specific operative reality projected; 
b. the identification of situations which, in addition to those provided for in Annex II to Law No 83/2017, justify 

the adoption of simplified due diligence measures; 
c. description of the specific simplified due diligence measures to be adopted;  
d. description of the safeguards to be adopted to ensure ongoing monitoring of the business relationships and 

the detection of suspicious ML/TF transactions, in accordance with Article 35(7) of Law No 83/2017.  
 

Note: Table B2 in the Annex to the Instruction of the Banco de Portugal No 5/2019 of 30 January 2019 should be taken 
into account. 
 

 

1.5. Description of the procedures to be adopted in relation to enhanced due diligence measures for the purposes 
of Articles 36 to 39 of Law No 83/2017, including: 
a. the identification of increased risk situations provided for in Annex III to Law No 83/2017, which are likely 

to occur in light of the specific operative reality projected; 
b. the identification of situations which, in addition to those provided for in Annex III to Law No 83/2017,  

justify the adoption of simplified due diligence measures, including weighting the exposure to offshore 
centres, high-risk non-profit organisations and commercial risk practices (commercial-based money 
laundering); 

c. description of the specific enhanced due diligence measures to be adopted, in light of identified risk 
situations; 

d. the procedures specifically applicable to the establishment of business relationships, the carrying out of 
one-off transactions or other operations that may in any way be related to natural or legal persons or 
arrangements established in high-risk third countries (see Article 37 of Law No 83/2017); 

e. specific procedures in the context of business relationships and one-off transactions established or carried 
out in a remote setting (see Article 38 of Law No 83/2017); 

 



 
 

 

f. the procedures specifically applicable to business relationships, one-off transactions and general 
operations with customers, representatives and beneficial owners that are «politically exposed persons»,  
«close family members», «persons recognised as closely associated» and «holders of another political or 
public positions», in accordance with the provisions of Article 39 of Law No 83/2017; 

g. the description of the procedures adopted must also specify the sources to be considered for detecting the 
qualification – originating or supervening – according to these qualities, as well as an indication of the 
criteria to be considered for an increased risk, in accordance with Article 39(3) of the Law;   
 

Note: Table B1 in the Annex to the Instruction of the Banco de Portugal No 5/2019 of 30 January 2019 should be taken 
into account. 
 

1.6. Description of the procedures to be adopted in the case of third-party cash deposits in customer-denominated 
accounts. 

 

Obligation to 

report 
information 

2. Description of the information flow in the reporting process of suspicious transactions (from the moment the 
suspected situation is detected until the possible decision to report it to the competent authorities), as provided 
for in Articles 43 and 44 of Law No 83/2017, including information on: 
a. the associated IT features; 
b. the type of internal documentation to be created; 
c. formal players of the process; 
d. reporting to the entity’s management body or similar body; 
e. the means used to report suspicious transactions to the competent authorities; 
f. other aspects to ensure that the information flow is handled in a simple and agile manner.  

 

Obligation to 
refrain 

3. Description of the procedures to be adopted for the fulfilment of the obligation to refrain, as provided for in 
Article 47 of Law No 83/2017, in particular with regard to the measures to be adopted to determine the cases 
where it is impossible to exercise the obligation to refrain or which must be subject to prior consultation with 
the competent authorities, under the terms and for the purposes of Article 47(3) and (6) of Law No 83/2017. 

 

Obligation to 

refuse 

4. Description of the procedures to be adopted in order to fulfil the obligation to refuse, under Article 50 of Law 
No 83/2017, including the procedures for: 
a. depending on the case, terminating, blocking and/or restricting the business relationship; 
b. repayment of the amounts that entrusted to the entity at the time of termination of the business 

relationship. 

 



 
 

 

Obligation to 
keep 

documents 
and records 

5.1. Indication of durable media – physical and/or digital – to be used by the entity for the safekeeping of 
documents, in order to comply with the obligation to keep documents and records set out in Article 51 of Law 
No 83/2017, with a description of their guarantees regarding accessibility, durability, reliability and legibility, 
as well as the procedures to be adopted to ensure their integrity in the event of reproduction.  

 

5.2. Description of the document storage policy to be adopted by the entity for the specified media (physical and/or 
digital), including a description of the procedures to be adopted to ensure the location and immediate access 
to the specified media (physical and/or digital). 

 

Obligation of 

scrutiny 

6. Description of the operational procedures to be adopted by the entity in order to fulfil the obligation of scrutiny, 
under Article 52 of Law No 83/2017, including information on the associated IT features. 

 

Obligation to 
cooperate 

7. Description of the internal procedures to be adopted in order to fulfil the obligation to cooperate, under Article 
53 of Law No 83/2017, including a description of the procedures to be adopted in the context of the inspections 
to be carried out by the Banco de Portugal. 

 

Obligation of 

non-disclosure 

8.1. Description of the procedures to be adopted to prevent the disclosure, to customers or any third party, of 
information subject to secrecy, in accordance with Article 54 of Law No 83/2017. 

 

8.2. Description of the measures to be taken to ensure that the information flow within the entity occurs on a “need-
to-know” basis and with the necessary diligence to ensure compliance with the obligations of non-disclosure. 

 

Obligation to 
train staff 

9.1. Description of the training policy to comply with Article 55 of Law No 83/2017.  
9.2. Description of the ML/TF prevention training plan for the first two years of the entity’s activity, with emphasis 

on the following elements, in relation to the training initiatives planned: 
a. topics to be addressed; 
b. type (entry or further training), nature (internal or external) and environment (in-person or remote); 
c. expected frequency and duration; 
d. characteristics of target participants/employees; 
e. in the case of external training, identification of persons or entities who offer the training or indication of 

their selection criteria. 

 

Prevention of 
the financing 

of terrorism in 
particular 
(taking into 

10. A detailed description of the preventive procedures to be implemented for the mitigation and control of the 
specific risk of terrorist financing, which should take into account the following indicators: 
a. account-related indicators: 

i. accounts where frequent operations are observed for which the holder of the accounts does not 
provide a credible justification; 

 

ii. accounts whose activity exceeds by far that to be expected at the time of its opening;  



 
 

 

account the 
indicators 

applicable to 
the operative 
reality of the 

entity to be set 
up) 

iii. joint accounts or accounts operated by persons who have no personal or professional relationship 
with each other; 

 

iv. accounts held by legal persons or similar entities pursuing economic activities with no relation to 
each other, and the accounts are operated by the same natural persons; 

 

v. accounts with a large number of small claims and a small number of  debts of a substantial amount;  
vi. accounts in which frequent deposits are made by persons with no apparent personal or professional 

relationship with the holders of such accounts; 
 

vii. accounts which are used to concentrate funds from other accounts, subsequently transferred as a 
package, in particular when such  transfers occur outside the national territory; 

 

viii. accounts which, for no apparent reason, show a sudden rise in debit and credit operations, in the 
amounts of the operations or their average balances; 

 

ix. accounts used almost exclusively for the international transfer of funds, both outbound and 
inbound, that are not substantiated by customer activity; 

 

x. accounts that hold a virtually nil balance, even though they account for multiple and frequent 
deposit and withdrawal transactions or transfer of funds (“pass-through accounts”). 

 

b. indicators related to the financial entity’s employees: 
i. employees, including credit intermediaries, arrangers or other intermediaries, who repeatedly fail 

to comply with the legal obligations or internal procedures for ML/TF prevention; 

 

ii. employees, including credit intermediaries, arrangers or other types of intermediaries, who 
establish familiar or close relationships with customers who go beyond the normal standard in the 
context of the functions assigned to them, or who are inconsistent with the internal practices of the 
financial entity; 

 

iii. employees, credit intermediaries, arrangers or other types of intermediaries, who demonstrate a 
pattern of social behaviour or other external signs that are not compatible with their financial 
situation, to the extent that the latter is known by the financial entity; 

 

iv. credit intermediaries, arrangers, other types of intermediaries or third-party service providers 
whose suitability and good commercial reputation are under suspicion for potential association with 
ML/TF operations; 

 

Regulation 
(EU) No 

11. Description of the procedures to be adopted to facilitate compliance with Regulation (EU) 2015/847 of the 
European Parliament and of the Council of 20 May 2015 and Chapter XI of Law No 83/2017, concerning 
information accompanying transfers of funds, in particular as regards the following: 

 



 
 

 

2015/847 of 
the European 

Parliament 

and of the 
Council of 20 

May 2015 and 

Chapter XI of 
Law No 

83/2017 – 

Transfers of 
funds (where 

applicable) 

a. description of the procedures to be adopted by the payment service provider of the payer, in order to 
ensure that transfers of funds are accompanied by the information provided for in Article 4(1), (2) and (3) 
of that legal instrument;  

b. a description of the procedures to verify the accuracy of the information on the payer or the payee;  

c. exposure of verification procedures to be adopted by the service provider in order to ensure that all 
payment providers involved in the payment chain are established in the European Union with a view to the 
application of Article 5 of that legal instrument; 

 

 

d. description of the IT means and their control procedures for the detection of transfers of funds of an 
amount of €1000 or above, whether single or aggregate; 

 

e. description of the controls to be adopted in order to detect money transfers involving cash or anonymous 
electronic currency; 

 

 

f. information on the IT means and procedures and/or manuals for the detection of missing information 
concerning the payer and the payee, as well as an indication of their accompanying measures in accordance 
with Articles 7, 8, 11 and 12 of that legal instrument. 

 

 


