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• The publication of this document aims at assisting ASPSP in determining what is an obstacle to the
provision of payment services by TPP.

• The examples provided consist in efficient journeys that fulfil the established requisites (namely those
clarified in the “Opinion of the European Banking Authority on obstacles under Article 32(3) of the RTS
on SCA and CSC”).

• However, there may be other examples of journeys that are not in this presentation but also do fulfil
the requisites.

Disclaimer
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EFFICIENT JOURNEY
ACCOUNT INFORMATION SERVICES
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Following a AIS request performed at the AISP’s
domain, the PSU should be automatically
redirected to the ASPSP’s domain.

After the authentication process is finished, the PSU
should be automatically redirected back to the
AISP’s domain.

After the validation of the first element of the authentication, the
PSU should be able to i) select the account*, ii) obtain the relevant
AIS information and iii) provide the second element of the
authentication (SCA)**. These components should be presented
in a single interaction, simplifying the authentication process.
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*In a scenario where the PSU transmits the relevant account details directly
to the AISP, ASPSPs shouldn’t ask the PSU to confirm said details.
Moreover, the account selection step in the ASPSP’s domain should only
occur if the PSU did not transmit the relevant account details directly to the
AISP.
**Exemptions from the application of SCA should be handled in the same
manner as when the ASPSP interacts directly with the PSU.
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EFFICIENT JOURNEY
PAYMENT INITIATION SERVICES
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Following a PIS request performed at the PISP’s
domain, the PSU should be automatically
redirected to the ASPSP’s domain.

After the authentication process is finished, the PSU
should be automatically redirected back to the
PISP’s domain, where, if applicable, should be
informed that the payment transaction has been
successfully initiated.

After the validation of the first element of the authentication, the
PSU should be able to i) select the account*, ii) obtain the relevant
payment transaction information and iii) provide the second
element of the authentication (SCA)**. These components should
be presented in a single interaction, simplifying the
authentication process.
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TPP ABC

*In a scenario where the PSU transmits the relevant account details directly
to the AISP, ASPSPs shouldn’t ask the PSU to confirm said details.
Moreover, the account selection step in the ASPSP’s domain should only
occur if the PSU did not transmit the relevant account details directly to the
PISP.
**Exemptions from the application of SCA should be handled in the same
manner as when the ASPSP interacts directly with the PSU.
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ASPSP: Account Service Payment Service Provider
TPP: Third Party Provider
PSU: Payment Services User
AIS: Account Information Service
PIS: Payment Initiation Service
SCA: Strong Customer Authentication

Acronyms
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